Cloud-based Identity and Endpoint
Management for macOS

You have a fleet of Macs to manage.

You don't want to waste time managing on-premise directory software and servers too.

You just want to efficiently manage your machines and the needs of your employees
who use them — wherever they are, from wherever you are.

That's JumpCloud®

JumpCloud.com | 855.212.3122 | Apple@JumpCloud.com



Directory-as-a-Service®
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What JumpCloud Does

Manages local user accounts on Mac, Windows, or Linux systems

Provides multi-factor authentication (MFA) for your systems

Enables remote policy and script execution to system hosts

Ensures strong password policies, rotation, and brute-force login prevention

Provides secure RADIUS-backed network access from system hosts

How JumpCloud Works

* Agent-based client integrates endpoints with JumpCloud’s cloud-based directory

* No VPN connection for endpoint-to-directory required

* Off-line system access for employees with no network connection

* Remote management from our web-based console to manage user accounts and more

How JumpCloud Helps You

Manage 1000’s of endpoints with ease through a web-based console
* Improves security by enforcing strong passwords for user accounts and MFA protection

Seamless integration with Jamf® device management software for complete
directory and MDM coverage

Zero directory server management overhead



Case Study:

Yesware® and Directory-as-a-Service @)JumpCloud.
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MIKE LEMIRE |
INFORMATION SECURITY OFFICER |
Yesware /

Yesware is a growing company that needed a consistent, compliant way to manage users
across their organization. The solution would have to work with both Mac and Windows
devices — along with the nearly 50 SaaS platforms in use around the company.

Hightlights from Mike’s Interview

« “JumpCloud finally gave us the ability to manage Mac laptops from a security and compliance perspective
and to do it easily. | couldn’t be more thrilled about that.”

“JumpCloud enabled us to be much more efficient with offboarding and our onboarding. It provided our
users access to what they needed, on day one.”

“I'm so pleased at my experience from a customer perspective. The support team is amazing. The respon-
siveness to our queries is just unbelievably fast.”

@® Try JumpCloud Free

Our JumpStart program grants organizations an unlimited
number of users and devices, for a limited period of time.

Apple@jumpcloud.com | 855.212.3122
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